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De onderstaande partijen zijn in meer of mindere mate betrokken geweest bij de totstandkoming van  
het Bouwplan CWN. Dit kan in de vorm zijn geweest van deelname aan schrijfteams, deelname aan een 
reviewgroep, of deelname aan één van de bijeenkomsten die zijn gehouden gedurende het jaar om live 
feedback op te halen op de tot dan toe ontwikkelde deelplannen.

ABN Amro
Achmea
AMS-IX
Amsterdam UMC
Anti-DDoS-Coalitie
ASML
Attic Security
Autoriteit Persoonsgegevens 
Avans Hogeschool
Belastingdienst
Betaalvereniging Nederland
BIT 
Capgemini
Centrum Informatiebeveiliging en Privacybescherming 
Centrum voor Criminaliteitspreventie en Veiligheid 
Centrum voor Veiligheid en Digitalisering 
CERT-WM
Charging ISAC
CIO Platform Nederland
CISO Top 10
Connect2Trust
The Cyber Partners
Cyber Security Programma Noordzeekanaalgebied
Cyber Security Raad
Cyber Weerbaarheidscentrum Brainport
Cyber Radiant
Cyberveilig Nederland
Cyberweerbaar NL
De Koninklijke Vereniging van Nederlandse Reders
DELTA Fiber
Digital Trust Center
Directoraat-generaal Luchtvaart en Maritieme zaken
Directoraat-generaal Rechtspleging en Rechtshandhaving (DGRR) - directie Rechtshandhaving en 

Criminaliteitsbestrijding (DRC) 
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DUO
Dutch Cloud Community
Dutch Institute for Vulnerability Disclosure (DIVD)
DIVD Academy
Veiliginternetten.nl
ECP | Platform voor de Informatie Samenleving
ElaadNL
Equinix
Erasmus MC
Exact
FERM
Flavour
FME
Fox-IT
Fraudehelpdesk
Fugro
Global Leaseweb
HackShield
Het Waterschapshuis
Hogeschool van Amsterdam/ Universiteit van Amsterdam
Hoogheemraadschap van Rijnland
Security Delta (HSD)
iBestuur
Informatiebeveiligingsdienst (IBD)
ING
Internet Cleanup Foundation
Koninklijke Metaalunie 
KPN
Logius
Metaalunie
Microsoft
Ministerie van Binnenlandse Zaken en Koninkrijksrelaties 
Ministerie van Defensie 
Ministerie van Economische Zaken
Ministerie van Financiën 
Ministerie van Infrastructuur en Waterstaat
Ministerie van Justitie en Veiligheid
Ministerie van Klimaat en Groene Groei
Ministerie van Landbouw, Visserij, Voedselzekerheid en Natuur
Ministerie van Onderwijs, Cultuur en Wetenschap
Ministerie van Volksgezondheid, Welzijn en Sport
MKB Cyber Campus
Mnemonic
MSP-ISAC
Nationaal Coördinator Terrorismebestrijding en Veiligheid (NCTV)
Nationaal Cyber Security Centrum (NCSC)
Nationale Beheersorganisatie Internet Providers (NBIP)
Nationaal High Tech Crime Unit (NHTCU)
Nederlands Instituut Publieke Veiligheid (NIPV)
NLdigital
Northwave
NPO
NS

 

http://Veiliginternetten.nl
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ODC-Noord
OS3
Pensioenfederatie
Platform Veilig Ondernemen
Platform Veilig Ondernemen Limburg
Politie
Korps Politie Caribisch Nederland
Port of Amsterdam
Port of Rotterdam
Programma Cyclotron
Puur Water & Natuur (PWN)
Rendo Groep
Rijksinspectie Digitale Infrastructuur (RDI)
Rijkswaterstaat
Schiphol Amsterdam Airport
Schuberg Philis
SIDN fonds
Smart Analytic Solutions
Stichting Cyber Chain Resilience Consortium 
Stichting Nationale Beheersorganisatie Internet Providers (NBIP)
SURF
SURFcert
SvSnet
Synthesis
Thales Nederland
The Hague Security Delta
The Hague Tech/GovTech NL
Universiteit Twente
Van Oord DMC
Veiligheidsdienst Aruba, Kwartiermaker CISO van Land Aruba
Veiligheidsregio Hollands Midden (VRHM)
Vereniging van Nederlandse Gemeenten (VNG)
Verbond van Verzekeraars
VNO-NCW/MKB-Nederland
VodafoneZiggo
Wageningen University & Research
XS4ALL
Z-CERT



Uitgave
Nationaal Cyber Security Centrum (NCSC)
Postbus 117, 2501 CC Den Haag
Turfmarkt 147, 2511 DP Den Haag
070 751 5555

Meer informatie
www.ncsc.nl
info@ncsc.nl
@ ncsc_nl
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